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1. Introduction 

Securities and Exchange Board of India (“SEBI”) vide its Notification dated January 15, 2015, had issued 
the SEBI (Prohibition of Insider Trading) Regulations, 2015 (“Regulation”) effective from May 15, 2015, to 
put in place a framework for prohibition of insider trading in securities and to strengthen the legal 
framework thereof. 

In Pursuant to Regulation 8 of the “Regulations”, the Board of Directors of every listed company are 
required to formulate and publish on its official website, a code of practices and procedures for fair 
disclosure or unpublished price sensitive information that it would follow to adhere to each of the 
principles set out in Schedule A of “Regulations”.  

In terms of Regulation 9, the, Board of Directors of every listed company shall ensure that CEO/MD of 
such company  formulates a code of conduct with their approval to regulate, monitor and report trading 
by its designated persons and immediate relatives of designated persons towards achieving compliance 
with the Regulations, adopting minimum standards as set out in Schedule B of the Regulations, without 
diluting the provisions of the Regulations in any manner.  

In terms of Regulation 9, Board of Directors of every listed company shall formulate Minimum Standards 
for Code of Conduct for Intermediaries to Regulate, Monitor and Report Trading by Designated Persons 
set out in Schedule C of “Regulations” In view of the aforesaid Regulations, the NIIF Infrastructure Finance 
Limited (“NIIF IFL” or “the Company”) hereby formulates this Code of Conduct namely to regulate, 
monitor and report trading by Designated Persons & Code of practice and procedures for fair disclosure 
of unpublished price sensitive information 

The Company is a public Limited company, and Non-Convertible Debentures of the Company is listed on 
the National Stock Exchange of India Limited (“Stock Exchange”). 

This Code has been made pursuant to Regulation 8 and 9 of the SEBI (Prohibition of Insider Trading) 
Regulations, 2015 and subject to modification as may be required from time to time. 

  
2. Objective 

The objective of this Code is to maintain the confidentiality of Unpublished Price Sensitive Information 
and to prevent misuse of such information. Every Director, Officer, Designated Employee of the Company 
and every connected person is under obligation to safeguard the confidentiality of all such information 
obtained in the course of his or her work at the Company. No Director, Officer, Designated Person, 
Connected Person may use his or her position or knowledge of Unpublished Price Sensitive Information 
of the Company to gain personal benefit or to provide benefit to any third party. 

3. Applicability 

This Code shall be applicable to and binding on all the Designated Persons for trading in securities of the 
Company. 
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4. Definitions and Interpretations 

(I) “Company” means NIIF Infrastructure Finance Limited 

 
(II) “Compliance Officer” means Head - Legal & Compliance who shall be responsible for compliance of 

policies, procedures, maintenance of records, monitoring adherence to the rules for the preservation 
of Unpublished Price Sensitive Information, monitoring of trades and the implementation of the 
codes specified in the Insider Trading Regulations, under the overall supervision of the Board. In 
his/her absence, Company Secretary of the Company shall be the compliance officer.  

 
Explanation – ‘financially literate’ shall mean a person who has the ability to read and understand 
basic financial statements i. e. balance sheet, profit and loss account and statement of cash flows. 
 

(III) “Connected person” means: any person who is or has during the six months prior to the concerned 
act been associated with the Company , directly or indirectly , in any capacity including by reason of 
frequent communication with its officers or by being in any contractual, fiduciary or employment 
relationship or by being a director, officer or an employee of the Company or holds any position 
including a professional or business relationship between himself and the Company whether 
temporary or permanent, that allows such person, directly or indirectly, access to unpublished price 
sensitive information or is reasonably expected to allow such access.  

 
(IV) Designated Persons” means 

(a) Members of the Board of Directors and Key Managerial Personnel of the Company;  
(b) Members of Management Committee of the Company (MC Members) and Director- Resources 
(c) Any other employee designated by the Compliance Officer, either for a specific period of time or 

for an indefinite period of time, based on such person's role, function, designation and seniority; 
(d) All promoters and members of promoter group; 
(e) Insiders of NIIF Group having access to unpublished price sensitive information related to the 

Company, such as Business Heads/Directors and persons identified by them having access to 
unpublished price sensitive information relating to the Company; 

(f) Fiduciaries such as auditors, accountancy firms etc 
(g) Any other Insider, as the Compliance Officer deems fit and should be subject to this Code 
(h) Immediate Relatives of all the designated persons specified in (a) to (f) above. 

 
(V) “Generally Available Information” means information that is accessible to the public on a non-

discriminatory basis. 
 

(VI) “Immediate Relatives” means spouse of a person, and includes parent, sibling and child of such 
person or of the spouse, any of whom is either dependent financially on such person or consults 
such person in taking decisions relating to trading in securities of the Company. 

 
(VII) “Employee” means every employee of the Company including the Directors and Key Managerial 

Personnel in the employment of the Company and its subsidiary companies; 
 

(VIII) “Need –to Know” The Designated Persons who are privy to Unpublished Price Sensitive 
Information, shall handle the same strictly on a “Need to Know” basis. This means the Unpublished 
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Price Sensitive Information shall be disclosed only to those persons who need to know the same in 
furtherance of a legitimate purpose, the course of performance or discharge of their duty and 
whose possession of UPSI will not in any manner give rise to a conflict of interest or likelihood of 
misuse of the information. 

(IX) “Promoter” or “Promoter Group” shall have the meaning as specified under the SEBI (Issue of 
Capital and Disclosure Requirements) Regulations, 2018 (“ICDR Regulations”) or any modification 
thereof. 

 
(X) “Securities” shall have the meaning assigned to it under the Securities Contracts (Regulation) Act, 

1956 or any modification thereof except units of a mutual fund. 
 

(XI) “Trading” means subscribing, buying, selling, dealing or agreeing to subscribe, buy, sell, deal in any 
securities any includes activities based on Unpublished Price Sensitive Information which are strictly 
not buying, selling or subscribing, such as pledging etc. when in possession of Unpublished Price 
Sensitive Information. 

 
(XII) “Trading Day” means a day on which the recognized stock exchanges are open for trading. 

  
(XIII) “Trading Window” means a trading period for trading in Company’s Securities as specified by the 

Company from time to time. 
 

(XIV) “Unpublished Price Sensitive Information” (“UPSI”) means any information, relating to the 
company or its securities, directly or indirectly, that is not generally available which upon 
becoming generally available, is likely to materially affect the price of the securities and shall, 
ordinarily including but not restricted to, information relating to the following: 
(a) financial results; 
(b) dividends; 
(c) change in capital structure; 
(d) mergers, de-mergers, acquisitions, delisting, disposals and expansion of business and such 

other transactions of an amount involving more than 20% of the net-worth  of the Company 
as on the date of last audited financials; 

(e) change in key managerial personnel. 

Save and except the terms defined herein above, all the other terms used but not defined shall have 
meaning ascribed to them under the SEBI (PIT) Regulation, Companies Act, 2013, the SEBI Act, the Securities 
Contract Regulation Act, SEBI (ICDR) Regulation, etc. 

 
5. Compliance Officer 

The Compliance Officer shall be responsible for compliance of policies, procedures, monitoring adherence 
to the rules for the preservation of UPSI, pre-clearance of trades of Designated Persons, monitoring of 
trades and the implementation of the Code under the overall supervision of the Board of Directors of the 
Company. 

 
The Compliance Officer shall maintain a record of the Designated persons and any changes therein, in 
accordance with the provisions of the SEBI (PIT) Regulations. 
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6. Communication and Restriction on Trading 

A Designated Person: 

i. Shall handle the UPSI only on ‘need to know basis’ and shall at all-times maintain  confidentiality of UPSI     
known to him. 

ii. Should not trade in the Securities of the Company at any time while he/she/it is in possession of any UPSI, 
save and except trades executed pursuant to the Trading Plan as  approved by the Compliance Officer in 
accordance with clause 14 of this Code. 

Any person with whom information is shared in furtherance of legitimate purpose, shall be considered as 
Insider and shall abide by the terms of this Code and those stipulated under the SEBI (PIT) Regulations. 

 
Any information required to be shared arising out of legal obligations, should be undertaken only in 
consultation with the Compliance Officer, General Counsel and Senior Management of the Company. 

 
The Compliance Officer shall ensure that necessary internal controls are in place to protect the personal 
information of Designated Persons (natural person) under applicable Data Protections Laws. 

 
In addition, one shall not trade in the securities of any other listed company with whom the officers of the 
Company are in discussions with in relation to any proposed acquisition/sale/any corporate action, which 
is not generally known to the public and you are privy or have access to such information on account of 
your relationship with the Company. 

 
7. Chinese Wall Procedure 

 
To prevent misuse of UPSI, the Company will endeavor to separate those departments which routinely 
have access to UPSI, considered “inside areas” from those departments which are considered “public 
areas”. Within inside areas, the information shall be shared only on ‘need-to-know’ basis. 

 
Any person, who needs access to inside areas shall first seek a prior approval of his departmental  head and 
also give reasons for seeking entry into the inside areas. 
 
Any information shared for “legitimate purpose” as defined in the Code shall not be construed as “crossing 
the wall” under this Code. 

 
8. Trading Period 

Other than the period(s) for which the Trading Window is closed as prescribed hereunder, the same shall 
remain open for Trading in the Securities of the Company. 

The trading period, i.e. the trading period of the stock exchanges, called ‘trading window”, is available 
for trading in the Company’s securities. 
 
The trading window shall be, inter alia, as decided by Compliance Officer from time to time prior to the 
unpublished price sensitive information is published. 
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Trading window closure 

In respect of announcement of Financial Results by the Company, the trading window closure Period 
would commence from a date of the end of the respective quarter, half year, or financial year, as the case 
may be, till 48 hours after the declaration of the financial results.  

 

When the trading window is closed, the Designated Persons shall not trade in the Company’s securities in 
such period. 

 
The Trading Window shall be opened 48 (Forty-Eight) hours after the information referred to above 
becomes generally available. 

 
All the Designated Persons shall strictly conduct trading in the Securities of the Company only when the 
Trading Window is open and no Designated Person shall trade in the Securities of the Company during 
the period the Trading Window is closed or during any other similar period as may be specified by the 
Compliance Officer from time-to-time.  
 
The Compliance Officer after taking into account various factors including the unpublished price Sensitive 
information in question becoming generally available and being capable of assimilation by the market, 
shall decide the timing for re-opening of the trading window, however in any event it shall not be earlier 
than forty-eight hours after the information becomes generally available. 
 
The Compliance Officer shall intimate the closure of trading window to all the designated employees of 
the Company when he determines that a designated person or class of designated persons can reasonably 
be expected to have possession of unpublished price sensitive information. It is the duty of the designated 
employees to inform the immediate relatives about the closure of trading window, as and when 
communicated by the Company and ensure that they do not deal in the securities of the Company. Such 
closure shall be imposed in relation to such securities to which such unpublished price sensitive 
information relates. 
 
The trading window shall also be applicable to any person having contractual or fiduciary relation with 
the Company, such as auditors, accountancy firms, law firms, analysts, consultants etc., assisting or 
advising the Company. 

No trading restriction shall apply to the events as exempted or clarified by SEBI from time to time. 

 
9. Pre-clearance of Trades 

All Designated Persons who intend to trade in the Securities of the Company and the cumulative  trading, 
whether in one transaction or a series of transactions in any financial year exceeds Rs. 10 lakhs (market 
value), should seek pre-clearance for such transactions. These transactions shall take place only when the 
trading window is open. 

 
10. Procedure for pre-clearance of Trade 

 
An “Application for pre-clearance” shall have to be made in the format prescribed in the referral list 
(“Referral List”)  to the Compliance Officer, along with: 
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(a) a “Statement of Shareholding at the time of Pre-Clearance” and 
(b) an Undertaking. 

 
The Compliance Officer shall seek declarations, prior to approving any trades, to the effect that the 
applicant for pre-clearance is not in possession of any UPSI. 

 
No Designated Person shall apply for pre-clearance of any proposed trade if he is in possession of UPSI 
even if the trading window is open. 
 

 
11. Approval by Compliance Officer 

All requests for approval shall be sent to the Compliance Officer of the Company and the Compliance 
Officer is obliged to respond within 3 (three) working day from the receipt of request for approval. In the 
absence of any response from the Compliance Officer within 3 (three) working day, the person concerned 
can proceed with the transaction. However, the requirement of reporting transaction to the Compliance 
Officer remains. 

 
It must be understood that the pre-clearance is one of the safeguards for avoiding Insider Trading. 
However, any transaction which fulfils the attributes of Insider Trading even after pre-clearance will not 
absolve the Designated Person from such liability, nor will make the Company party to such Insider Trading.
  

 
12. Execution of Transaction for which pre-clearance has been sought 

The Designated Person of the Company shall execute the transaction for which pre-clearance has been 
sought within 7 (seven) trading days after the approval of pre- clearance (both days inclusive). 

If the transaction is not executed within 7 (seven) trading days after the approval is given, the concerned 
Designated Person must get the transaction pre-cleared again. 

 
13. Holding Period/ Contra trade 

 
No Designated Person shall undertake contra trade i.e. enter into an opposite transaction during the next 
6 (six) months following the prior transaction. 

 
The Designated Person, who wish to execute a contra trade, shall make an “Application for waiver of 
minimum holding period” as per the referral list, to the Compliance Officer of the Company. The 
Compliance Officer on receipt of such application, is empowered to grant relaxation from strict application 
of such restriction for reasons to be recorded in writing, provided that such relaxation does not violate 
the SEBI (PIT) Regulations. 

 
14. Trading Plan 

The SEBI (PIT) Regulations envisages the concept of formulation of a “Trading Plan” whereby Insiders, who 
may be perpetually in possession of UPSI, can plan for trades to be executed in the  future in pursuance of 
a pre-determined trading plan and thus enable them to trade in securities in a compliant manner in 
accordance with the SEBI(PIT) Regulations. 
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Formulation of Trading Plan 
An Insider shall formulate the trading plan subject to compliance with the following provisions: 

 
(a) Commencement of trading under the trading plan shall take place only after six months from public 

disclosure of the trading plan. 
(b) There shall be no trading in the securities of the Company between the period beginning twentieth 

trading days before the last day of any financial period and second trading day after        disclosure of such 
Financial Results. 

(c) The trading plan shall be for a minimum period of twelve months. 
(d) There shall be no overlap with any period for which another trading plan is in place. 
(e) The trading plan should set-out of the following details: 

i. Value of trades to be effected or the number of securities to be traded; 
ii. Nature of the trade i.e. acquisition/disposal; 
iii. Intervals at or dates on which trades shall be effected. 

(f) Trading plan should not entail trading in securities for market abuse. 
 

The Insider shall present the formulated Trading Plan to the Compliance Officer (as per the specimen 
enclosed) for approval and public disclosure. 

 
The implementation of the trading plan shall not be commenced if any UPSI in possession of the Insider, 
at the time of formulation of the plan, has not become generally available at the time of the 
commencement of implementation and in such event the Compliance Officer shall confirm that the 
commencement ought to be deferred until such UPSI becomes generally available information. 

 
 

15. Approval of Trading Plan by the Compliance Officer 
The Compliance Officer shall: 
(a) review the trading plan to assess whether the plan would have any potential for violation of the SEBI 

(PIT) Regulations; 
(b) seek express undertakings as may be necessary to enable such assessment and to approve and monitor 

the implementation of the plan; 
(c) seek declarations from the Insiders that they are not in possession of UPSI or for ensuring that any UPSI 

in their possession will become generally available before they commence executing his trades. 
 

The trading plan once approved shall be irrevocable and the Insider has to mandatorily implement the 
plan, without deviating from it or to executing any trade in the securities outside the scope of the 
trading plan. 

 
The Trading Plan as approved by the Compliance Officer shall be notified to the Stock Exchanges, pursuant to 
which trades may be carried out on his behalf in accordance with such plan. 
 
Pre-clearance of trades shall not be required for a trade executed as per an approved trading plan. 

 
The trading window norms and restriction on contra trade shall not be apply, if such contra trades were 
part of the Trading Plan, duly approved by the Compliance Officer. 

 
 

16.  Disclosure of trading by certain persons 
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The Company is required to obtain disclosures from certain persons. The Compliance Officer shall maintain 
the disclosures received under this clause for a period of 8 years from the date of disclosure. 

 
(I) Initial Disclosure: 

 
(a) Every person on appointment as a Key Managerial Personnel or a Director of the Company or 

upon becoming a promoter or a member of the promoter group, shall disclose their holding of 
securities of the Company and also that of their Immediate Relatives as on the date of 
appointment or becoming a Promoter, to the Company within 7 days of such appointment or 
becoming a Promoter or a member of the promoter group as per the referral list. 

 
(II) Continual Disclosure: 

(a) Every Designated Person shall disclose to the Company the number of securities acquired or 
disposed of within 2 (two) trading days of such transaction if the value of securities traded, 
whether in one transaction or a series of transactions over any calendar quarter, aggregates to 
a traded value in excess of 10 (ten) Lakh Rupees, in the enclosed referral list 

 
(b) The disclosures to be made under clause (a) above shall include those relating to trading by such 

person’s immediate relatives and by any person for whom such person takes trading decisions. 
 

Every company shall notify the particulars of such trading to the stock exchange on which the 
securities of the Company are listed within 2 (two) trading days of receipt of the disclosure or from 
becoming aware of such information. 

 
Notwithstanding the above, the Promoters, Promoters Group, KMP and directors of the Company 
and its subsidiaries, if any, shall make disclosures to the Company as per the referral list, even if the 
trading is within the abovementioned limits. 

 
17. Disclosure by Designated Person 

(I) One time 

The Designated Person shall disclose the following information, within 15 days from the date on which 
this code shall become effective to the Company as per the referral list: 

 
(a) the name of educational institutions from which designated persons have graduated; and 

(b) names of all their past employers. 
 
 

(II) Annual Disclosure 

The Designated Person shall disclose the following information, within 30 days from the end of every 
Financial Year to the Company as per the referral list.: 
(a) Name of Immediate Relatives; 
(b) Persons with whom such designated person shares a Material Financial Relationship; 
(c) Permanent Account Number or any other identifier authorized by law of (a) and (b) above; 
(d) Phone, mobile and cell numbers of (a) and (b) above. 
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Explanation: “material financial relationship” shall mean a relationship in which one person is a 
recipient of any kind of payment such as by way of a loan or gift during the immediately preceding 
twelve months, equivalent to at least 25% of such payer’s annual income but shall exclude 
relationships in which the payment is based on arm’s length transactions. 
 

(III) Continual Disclosure 

The Designated Person shall within 15 days disclose to the Compliance Officer, any change  to the 
information as provided under the above clause 17(II). 

 
18. Institutional Mechanism for Prevention of Insider trading 

 
The Chief Executive officer shall put in place adequate and effective system of internal controls to 
ensure compliance with the requirements given in the Regulations to prevent insider trading. 
 
The internal controls include the following: 

(a) all employees who have access to UPSI shall be identified as Designated Persons; 
(b) all UPSI shall be identified and its confidentiality shall be maintained as per the requirements of 

the Code and Regulations; 
(c) adequate restrictions shall be placed on communication or procurement of UPSI as required by 

the Code; 
(d) lists of all employees and other persons with whom UPSI is shared shall be maintained in the digital 

database and confidentiality agreements shall be signed or notice shall be served to all such 
employees and persons; 

(e) all other relevant requirements specified under the Code shall be complied with; 
(f) periodic process review, on an annual basis shall be conducted by the Internal Audit Team  of the 

Company to evaluate the effectiveness of internal controls in place. 
 

19. Review by Audit Committee  
 

The Audit Committee of the Company at the beginning of each financial year shall review the compliance 
of the provision of this Code and the SEBI (PIT) Regulations and also verify the adequacy and effectiveness 
of the internal controls in place to ensure compliance of the SEBI (PIT) Regulations. 

 
20. Review by the Board of Directors of the Company  

The Board of Directors of the Company at the beginning of each financial year shall review compliance of 
this Code and in specific Regulation 9 & 9(A) of the SEBI (PIT) Regulations. 

21. Actual or suspected leak of UPSI 

 
On becoming aware of actual or suspected leak of UPSI of the Company by any Promoter, Director, Key 
Managerial Person, Insider, employee, other Designated Person, support staff or any other known or un-
know person, the concerned person shall inform to the Compliance Officer  who in turn will intimate the 
Managing Director/CEO of the Company. 
 
Any person who blows the whistle on leakage or suspected leakage of UPSI shall be provided adequate 
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protection in accordance with the Whistle Blower Policy of the Company. 
 

In accordance with the SEBI (PIT) Regulations, protection will be provided by SEBI to persons who 
voluntarily inform them about any act of insider trading. The salient features of the amended provisions 
are provided in Exhibit A to the Code. 

 
22. Penalty for contravention of the Code 

 
Failure to comply with this Code is a serious offence and any Designated Person who violates the 
provisions of this Code shall be liable for one or more penal/disciplinary/remedial action as may be 
considered appropriate by the Board of Directors of the Company (hereinafter referred to as the “Board”). 

 
The Board while deciding the level of sanctions may take into account factors such as knowledge of price 
sensitive information, level of management responsibility of the individual concerned, numbers of 
securities transacted, nature of breach, whether the breach occurred as a result of deliberate intent or 
not. 
Notwithstanding the sanctions/disciplinary action the Regulator may take, depending on the severity of 
breach, the Board may apply one or more of the following sanctions: 

a. Verbal Warning 
b. Written Warning 
c. Monetary Fine equivalent to Rs. 1,00,000 (Rupees One Lakh Only) or two times of the amount 

of profits made or losses avoided due to the act of insider trading, whichever is higher.  
d. Internal Action, e.g. suspension, wage freeze (including increment/promotion) change in role, job 

level/claw back of bonuses/salary paid in the previous years 
e. Employment Termination 

 
The Board, considering the nature and severity of the breach, and after recording the reasons in writing 
shall decide to report any such leak/suspected leak of UPSI, breach of the Code by the designated 
persons and immediate relatives of designated persons and action taken by the Company to SEBI in 
the format specified by SEBI in this behalf and shall also maintain a  database of the violation of code 
of conduct by the designated persons and immediate relatives of designated that persons that 
entailed appropriate action against them. 

 
The above actions of Company will be without prejudice to any civil or criminal action that the 
regulatory authorities may initiate against such Designated Person. 

 
23. General Guidelines 

 
(a) Each person shall voluntarily furnish to the Compliance Officer the relevant information in the form 

of initial disclosure and continual disclosure without any request or reminder. 
(b) UPSI known to you or to which you have access to, shall not be divulged to any person to trade on 

your behalf or on behalf of himself. 
(c) All disclosures and all applications for pre-clearance shall be made by the concerned person ONLY to 

the Compliance Officer of the Company. 
 

24. Queries/Consultation 
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Any person, to whom this Code applies, and who has any doubt as to interpretation of any Clause of the 
Code, should at all times consult the Compliance Officer. All communications under this Code should be 
addressed to the Compliance Officer. 

 
25. Compliance Officer shall circulate referral forms for taking pre-clearance, one time disclosure, continual 

disclosure and shall amend the same time to time in accordance with the regulatory requirements. 
 

26. Disclaimer 

THIS CODE IS ONLY AN INTERNAL CODE OF CONDUCT AND ONE OF THE MEASURES TO  AVOID INSIDER 
TRADING. EVERY INSIDER OR DESIGNATED PERSON IS REQUIRED TO FAMILIARISE HIMSELF WITH THE 
SEBI (PIT) REGULATIONS. UNDER THE SEBI (PIT) REGULATIONS THE ONUS IS ON THE INSIDER TO PROVE 
HIS INNOCENCE. 

 
PLEASE NOTE THAT IN CASE THE SEBI (PIT) REGULATIONS OR ANY STATUTORY PROVISIONS ARE MORE 
STRINGENT THAN THOSE CONTAINED IN THE CODE, THE SEBI (PIT) REGULATIONS/ STATUTORY 
PROVISIONS WILL PREVAIL. 
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Annexure A - CODE OF PRACTICE AND PROCEDURES FOR FAIR DISCLOSURE OF UNPUBLISHED PRICE SENSITIVE 

INFORMATION 

I. Preamble 
It has been our constant endeavor to uniformly share relevant, sufficient and reliable information with 
all the stakeholders, about the Company. However, in order to promote and protect Company’s and 
stakeholders interest, it sometimes becomes important to share information about the Company, 
which includes Unpublished Price Sensitive Information (‘UPSI’), ahead of it being generally made 
available, with parties with whom the Company may wish to engage in order to enhance 
shareholders’ value, without sharing the same with the stakeholders at large. 

 
II. Objective 

This Code lays down the practices and procedures NIIF IFL would follow in relation to dissemination of 
UPSI in accordance with the principles as laid down under the Securities and Exchange Board of India 
(Prohibition of Insider Trading) Regulations, 2015 (‘SEBI PIT Regulations’) and the Securities and 
Exchange Board of India (Listing Obligations and Disclosure Requirements) Regulation, 2015, as 
amended from time to time. 

 
III. Company’s policy on determination of Legitimate Purpose 

The term ‘Legitimate Purpose’ means sharing of information by the Company, in furtherance of the 
Company’s and stakeholders interest, which includes, amongst others, sharing of UPSI with parties 
during transactions such as takeovers, mergers and acquisitions involving trading in securities, change 
of control to assess potential investment, sharing of information with service providers with whom 
the Company has a contractual relationship where such service providers require access to UPSI in 
order to discharge their commercial obligations  

 
The person with whom the UPSI pertaining to the Company or its securities is shared shall be 
considered as ‘Insider’ under the SEBI (PIT) Regulations and shall also be required to abide by the 
Company’s internal Code of Conduct prohibiting insider trading, which means they can trade in the 
securities of the Company only in accordance with Regulations 3 and 4 of the SEBI (PIT) Regulations and 
the Company’s Code of Conduct. In addition to the above, the said Insider would also be bound by the 
terms of the Confidentiality /Non-Disclosure Agreement executed with the Company. 

 
In the event the Board of Directors (‘Board’) is of informed opinion that the information with respect 
to the aforesaid transactions is credible and concrete to be generally made available, it will make a 
public disclosure of the same through the stock exchange mechanism, where the securities of the 
Company are listed, followed by a disclosure on its website. 

 
IV. Legal Obligations 

Other than the cases as stated above, in furtherance of its legal obligations, the Company may be 
required to share UPSI with the Regulatory Authorities and/or Persons, in the events such as: 
a. While the Company is evaluating various corporate actions, it may have to seek informal 

opinion/views from the Regulators, seek such approvals or regulatory exemptions, as may 
necessary to consummate the corporate action; 

b. Arising out of legal obligations to report to the various authorities under applicable laws or 
otherwise; 

c. Arising out of legal obligations to undertake compliance of the provisions of law such as 
Companies Act, 2013, Accounting Standards, Competition Act, etc.; 

d. In order to protect the vital interest of the Company during litigation. 
 

The Company while submitting the aforesaid information to the Regulators, although will claim 
confidentiality over the UPSI shared, however, it would not have visibility nor control over any 
further dissemination of information by such Regulators. 
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V.         Dissemination of UPSI and Chief Investor Relation Officer 

The Compliance Officer of the Company shall be the Chief Investor Relations Officer to deal 
with dissemination of information and disclosure of UPSI. 
 

The Company is committed to prompt and fair disclosure of UPSI to all the stakeholders, 
however in the event there is an accidental or inadvertent disclosure of UPSI by the officers 
of the Company, the Compliance Office shall forthwith make available the said information. 

 
……………………………….………………………………………………………………………………… 
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PART B 

 
 

CODE OF CONDUCT TO REGULATE, MONITOR AND REPORT TRADING IN RESTRICTED SECURITIES BY 
DESIGNATED PERSONS (IN ACCORDANCE WITH MINIMUM STANDARDS PRESCRIBED BY SEBI FOR 

INTERMEDIARIES AND FIDUCIARIES TO REGULATE, MONITOR AND REPORT TRADING BY 
DESIGNATED PERSONS) 

 
MINIMUM STANDARDS FOR CODE OF CONDUCT FOR INTERMEDIARIES TO REGULATE, MONITOR 

AND REPORT TRADING BY DESIGNATED PERSONS 
 
 



1  

 
NIIF IFL – Policy for Prevention of Insider Trading 

 

1. Introduction 
 

The Reserve Bank of India vide its circular RBI/2015-16/12 DNBR (PD) 
CC.No.053/03.10.119/2015-16 dated July 01, 2015 issued the “Non-Banking Financial 
Companies – Corporate Governance (Reserve Bank) Directions, 2015” and the Securities and 
Exchange Board of India (SEBI) issued the SEBI (Prohibition of Insider Trading) Regulations, 
2015, as amended from time to time, which cover Insider trading restrictions. Definitions of 
various terms, if not defined here specifically shall be same as given in Part A of this Code.  

 

2. Purpose of the Policy 
 

The Policy for Prevention of Insider Trading (“Policy”) is framed by NIIF Infrastructure Finance 
Limited (“NIIF IFL”) recognizing its responsibility to prevent Insider Trading and Unfair Trade 
Practices. The Board of NIIF IFL formulates this Policy to lay down procedures for dealing in 
securities on the basis of undisclosed Price Sensitive Information. It also ensures that persons 
connected to NIIF IFL do not profit by dealing in securities on the basis of unpublished Price 
Sensitive Information. 

3. Applicability (Amendment) 

This part of the Code shall be applicable to and binding on all the Employees of the Company 
or any other person as may be identified and specified by the Compliance Officer.   

4. Measures to be taken for Prevention of Insider Trading 
 

Responsible Officer: Head - Legal & Compliance shall be Compliance Officer for the purpose 
of this Policy. In his absence, Company Secretary of the Company shall be responsible officer 
for implementing the said Policy. 

 

5. Functions of the Responsible Officer 
 
(a) The Responsible Officer shall set forth policies and procedures and monitor adherence to the 

Rules for preservation of "Price Sensitive Information", Price Sensitive Information shall mean 
any information which relates to the internal matters of a company and is not disclosed by the 
company in the regular course of its business. 

 
(b) Identify transactions involving listed companies and taking decisions on whether the proposed 

transactions could affect the prices of the securities of the listed companies in the market. 
 
(c) Putting the securities of any such identified listed company in the Restricted List of Securities. 

 
(d) Addressing any clarifications regarding the Policy. 
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6. Restricted List of Securities 
 
(a) In order to monitor trading in client securities based on inside information, the company shall 

restrict trading in certain securities and designate such list as the Restricted List. 
 
(b) Security of a listed company shall be put on the Restricted List if NIIF IFL is in receipt of any 

Price Sensitive Information. 
 
(c) Head – Legal & Compliance shall identify the securities to be put in the Restricted List. 

 
(d) The Restricted List shall be made available to the employees from time to time. Any employee 

wanting to trade in such securities shall have to take prior permission from the Compliance 
Officer. 

 

7. Process of notifying additions or changes in the Restricted List 
 
(a) The concerned employee of NIIF IFL who is in receipt of Price Sensitive Information shall 

inform the Head – Legal & Compliance in writing/ email immediately on receipt of any Price 
Sensitive Information. 

 
(b) The Head – Legal & Compliance shall put the securities of such companies in the Restricted 

List based on the information provided. 
 
(c) In any event the Head – Legal & Compliance may at his discretion, put any other company on 

the Restricted List. 
 
(d) The concerned employee of the Company handling the transaction / deal shall be responsible 

for intimating the Head – Legal & Compliance about the removal of a specified security from 
the Restricted List. 

 
 

8. Process of Removal/ Deletion from Restricted List 
 

The Head - Legal & Compliance is authorized to delete companies from the Restricted List based 
on discussions with the concerned employee in possession of the Price Sensitive Information. 
In any event, the Restricted List shall be reviewed by the Compliance Department on a 
quarterly basis. 

 

9. Consequences of notifying securities in the Restricted List 
 

Once a security is put in the Restricted List, all the relevant provisions of the NIIF IFL’s 
Policy for Prevention of Insider Trading shall become applicable. 
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10. Consequences of violation of the Policy 
 

Any violation of the above Policy by any person to whom it applies can lead to severe punitive action 
against the erring person, including wage freeze, suspension or termination of employment/ 
association. 

 

11. Review, Modifications 
 

Compliance with respect to all aspects of the Policy for Prevention of Insider Trading Policy shall be 
reviewed by the Board annually. Unless there is any change in the regulations which may require a 
review of the policy sooner. 
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	1. Preamble
	(a ) NIIF Infrastructure Finance Limited (or NIIF IFL or the “Company”) firmly believes and anticipates all its employees and senior management team, including the interns/ personnel hired in the capacity of consultants and  (“Employee”) (provided the...

	2. Conflicts of Interest and Outside Activities
	3. Related Parties
	Employees & Directors should avoid conducting the Company business with relatives or
	Proprietary and confidential information includes any system, information or process that gives the Company an opportunity to obtain an advantage over competitors; any non-public information about the Company’s business, its clients and its employees ...
	Such proprietary and confidential information about the Company or its clients, should not be disclosed to anyone (including other employees) not authorized to receive it or has no need to know the  information  unless such disclosure is authorized by...
	Intellectual property of the Company such as trade secrets, patents, trademarks and copyrights, as well as business, research and new product plans, objectives and strategies, records, databases, salary and benefits, data, employee medical information...
	Unauthorized use or distribution of proprietary information violates the internal policies and could be illegal. Such use or distribution could result in negative consequences for both the Company and the individuals involved, including potential lega...
	Acts of ignorance that lead to divulgence of such confidential and proprietary information, especially through electronic means – like CDs, floppy etc., may lead to investigation and probe against the employees.
	Privacy of Employee Information
	The Company recognises and protects the privacy and confidentiality of Employee’s medical and personal records. Such records would be shared strictly on need to know basis or as required by any law, rule and regulation or when authorized by the Employ...
	Know Your Customer / Anti Money Laundering
	Money Laundering legislations criminalize money laundering in respect of all crimes including drug trafficking, terrorism, theft, tax evasion, fraud, handling of stolen goods, counterfeiting and blackmail. It is also an offence to undertake and/or fac...
	The Company does not conduct business with money launderers and other criminals. The Company is fully aware that no relationship is worth compromising the Company’s commitment to combating money laundering.
	The Company has adopted the Know Your Client (KYC) & Anti Money Laundering (AML) Policy accompanied by detailed procedures with the principal objectives as under:
	to put in place systems and procedures for client identification and verifying their identity and address;
	to put in place systems and procedures to help control financial frauds, identify money laundering, suspicious activities and to safeguard the Company from being unwittingly used for transfer or deposit of funds derived from criminal activity or for f...
	to monitor transactions of a suspicious nature.
	Employees & the Directors must exercise requisite care in selecting those with whom the Company conducts its business. While conducting business, Employees must adhere to checking the credit and character of clients and counter parties and ensure adeq...
	Accuracy of Company Records and Reporting
	Employees must ensure that records, data and information owned, collected, used and managed by them for the Company are accurate and complete.
	Employees must assist in maintenance of appropriate records so as to ensure that financial transactions are prepared in accordance with generally accepted accounting principles and that they fairly present the financial conditions and results of the C...
	(a) Employees must observe standards of good taste regarding content and language when creating business records and other documents (such as email) that may be retained by the Company or a third party.
	(b) Non-maintenance of these records that comes into Employee’s notice and any misappropriation or tampering of records needs to be reported to a relevant authority.

	6. Reporting to Government/external agencies
	(a) Company has a responsibility to communicate effectively with investors/ stakeholders so that they are provided with full and accurate information, in all material respects, about the Company’s financial results and condition of operations. The Com...
	(b) Employees must, therefore, never make inaccurate or misleading reports, certificates, claims or statements to government / regulatory authorities.

	7. Protecting Company’s Assets
	Protecting Company’s assets against loss, theft or other misuse is the responsibility of every Employee and Director. Loss, theft and misuse of Company’s assets directly impacts profitability of the Company. Any suspected loss, misuse or theft should ...

	8. Workplace Responsibilities
	(a) Fair Employment Practices and Diversity
	The Company is committed to adoption of fair employment practices. It ensures diversity at workplace through efforts to recruit, develop and retain the most talented people from a diverse candidate pool. It upholds the principle that advancement is ba...
	As a fair employment practice, the Company expects that Employees shall not (during the course of their services or upon cessation of their service for a period of 6 (six) months from the date of cessation) directly or indirectly on their own accord o...
	(b) Fair Competition
	Although it is common to gather information about the general marketplace, including competitors’ products and services, Company wants to compete fairly.
	(c) Discrimination, Sexual Harassment and Intimidation
	Company’s philosophy is to be a professional organization, encouraging growth of individuals irrespective of gender, religion, caste or community.
	The Company endeavors to ensure a safe, secure and congenial work environment, so that Employees can deliver their best without inhibition.
	Company is committed to prohibition of harassment and intimidation of Employees in the workplace. Company discourages conduct that implies granting or withholding favours or opportunities as a basis for decisions affecting an individual, in return for...
	(d) Safety in the Workplace
	Company considers safety of Employees as the primary concern. Company is committed to safety of Employees at work and expects its businesses and Employees to comply completely with appropriate laws and internal regulations at all times.
	Company encourages responsible behavior of its Employees that result in the best possible accident prevention measures. This applies both to the technical planning of workplaces, equipment, and processes and to safety management and personal behavior ...
	The work environment, therefore, must conform to the requirements of health-oriented safety design and the Employee must constantly be attentive to safety principles.
	(e) Contact with Media
	In order to pro-actively manage our reputation with the media and to ensure consistency of messages, interaction with media must only occur with the prior approval of the Chief Executive Officer (CEO).
	(f) Social Media
	Social media allows users to interact with each other by sharing information, opinions, knowledge and interests. Some examples of social media are sites such as Whatsapp, Facebook, YouTube, LinkedIn, Twitter etc.
	There are various risks associated with communicating on the Social Media platform. Thus, there is a need to address such concerns in an appropriate manner keeping in mind Employee’s and Directors’ freedom and interest of the Company and its wider sta...
	Guidelines will be laid down that Employees and Directors should adhere to while communicating internally, externally as well as online.

	9. Raising Ethical Issues
	(a) Company   encourages Employees to report to their supervisor/ HR/ compliance, concerns and suspected violations of the Code, internal policies, external legal and regulatory requirements etc. All significant breaches should be escalated immediately.
	(b) Company will conduct prompt and thorough investigations of alleged violation and take appropriate corrective action.
	(c) HR shall take appropriate actions against individuals who have broken laws, rules and regulations.
	(d) An Employee who knowingly violates the internal policies and these guidelines shall be subject to disciplinary action, including demotion or dismissal.

	10. Investigations
	Employees & Directors are required to cooperate fully with authorised internal and external investigations. Making false (or misleading) statements to regulators/ auditors/ Company representatives during investigations can be a criminal act that can r...

	11. Special Responsibilities of Superiors and Managers
	In addition to responsibilities as Employees, supervisors and managers must abide by the:
	• Duty of selection - Carefully select the Employees for a job in light of their personal and professional qualifications. The duty of care increases with the importance of the obligation to be entrusted to the Employee.
	• Duty of instruction – Formulate obligations in a precise, complete and binding manner, especially with a view to ensure compliance with provisions of instructions.
	• Duty of monitoring - Ensure that compliance with provisions of applicable laws / regulations is monitored on a constant basis.
	Duty of communication – Communicate to the employees that any violations of the applicable laws/regulations are disapproved of and would have Disciplinary implications.

	12. Compliance with Laws, Rules and Regulations
	Company’s policy is to maintain an open and co-operative relationship with our regulators and to comply with all applicable laws, rules and regulations.

	13. Compliance with the Code
	(a) Company recognises the need for this Code to be applied equally to everyone it covers. All Employees and Directors are expected to comply with all the provisions of this Code. The Code will be strictly enforced and violations will be dealt with im...
	(b) The Employees and Directors are also expressly prohibited from making any gains or profit out of trading or investing in any client companies whether listed or unlisted by using any sensitive inside information of such client which may be in the p...
	(c) The Compliance Officer will have primary authority and responsibility for implementing this Code across the Company, subject to the supervision of the CEO, Board Governance, and Nomination & Remuneration Committee or, in the case of accounting, in...
	(d) Employees should promptly report any concerns about violations of ethics, laws, rules, regulations or this Code, including by any senior officer or director, to their supervisors/managers or the Compliance Officer or CEO or in the case of accounti...
	the Audit Committee of the Board of Directors.
	(e) Employees & Directors should report actions that may involve conflict of interest to the Compliance Officer. In order to avoid conflict of interest, officers and Directors must disclose to the Compliance Officer any material transaction or relatio...
	(f) Company encourages all Employees to report any suspected violations promptly and intends to thoroughly investigate any good faith reports of violations and the Company will not tolerate any kind of misconduct. Open communication of issues and conc...

	14. Waivers and Amendments
	Any waiver (including any implicit waivers) of the provisions in this Code may only be granted by the Board of Directors and will be promptly disclosed to the shareholders. Any such waiver will also be disclosed in the Annual Report under applicable l...
	Acknowledgement Form
	I,
	(name) _ (designation) do and hereby acknowledge and confirm to have read and fully understood the contents of the Code of Conduct and Ethics (Code) and its implication thereof.
	I hereby agree unconditionally to abide by the provisions of the Code. I further acknowledge that I shall be bound by the provisions of the Code in addition to the terms of my appointment and other policies/procedures that may be framed by the Company...
	Director / Employee Name:
	Signature:
	Employee Code:
	Date:
	Location:
	Note: To be signed every year in April and for a new Employee to be signed on the day of joining.
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	Transfer of loan.pdf
	1. Preamble:
	2. Definitions
	3. Minimum quantitative and qualitative standards for acquisition and transfer of loan exposures relating to:
	General Conditions applicable for all loan transfers
	4.   General Requirements
	5.  Transferor as servicing facility provider:
	6. General requirements
	7.   Minimum holding period (MHP)
	a. Three months in case of loans with tenor of up to 2 years;
	b. Six months in case of loans with tenor of more than 2 years.
	8. Capital Adequacy and other prudential norms with respect to profit or profit arising due to transfer of loans, transfer of a pool of loans, loan acquisition shall be adhered as mentioned in the Directions.
	An appropriate disclosure in the financial statements has to be made under ‘Notes to Accounts’, relating to the total amount of loans not in default transferred and acquired to / from other entities as prescribed in the direction, on a quarterly basi...
	Any specific area regarding loan transfer if not covered in this policy shall be guided as per the principles and directions given in the Circular.
	The provisions of transfer of stressed loans will be dealt with separately in a different policy as and when required.
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	NIIF IFL – Code of Conduct and Ethics
	1. Preamble
	(a)  NIIF Infrastructure Finance Limited (or NIIF IFL or the “Company”) firmly believes and anticipates all its employees and senior management team, including the interns/ personnel hired in the capacity of consultants and  (“Employee”) (provided the...
	(b) Every Employee and Director of the Company be accountable for compliance with applicable laws, with the Code of Conduct and Ethics (“the Code”) and with other internal policies as may be framed by the Company from time to time. The independent dir...
	(c)  Regulation 46(2) (d) of the SEBI (Listing Obligations and Disclosure Requirements) Regulations, 2015 (“Listing Regulations”) requires every listed company to publish a code of conduct for its Board of directors and senior management personnel on ...

	2. Conflicts of Interest and Outside Activities
	3. Employment/Outside Employment
	4. Business Interest
	5. Related Parties
	6. Giving Gifts and Entertainment
	7. Bribery and Corruption
	8. Privacy/Confidentiality
	Proprietary and Confidential Information
	(a) Employees and Directors must always protect the confidentiality of proprietary and confidential information they obtain or create in connection with their activities for the Company, in accordance with the applicable laws. Employee’s and Directors...
	(b) Proprietary and confidential information includes any system, information or process that gives the Company an opportunity to obtain an advantage over competitors; any non-public information about the Company’s business, its clients and its employ...
	(c) Such proprietary and confidential information about the Company or its clients, should not be disclosed to anyone (including other employees) not authorized to receive it or has no need to know the  information  unless such disclosure is authorize...
	(d) Intellectual property of the Company such as trade secrets, patents, trademarks and copyrights, as well as business, research and new product plans, objectives and strategies, records, databases, salary and benefits, data, employee medical informa...
	(e) Unauthorized use or distribution of proprietary information violates the internal policies and could be illegal. Such use or distribution could result in negative consequences for both the Company and the individuals involved, including potential ...
	(f) Acts of ignorance that lead to divulgence of such confidential and proprietary information, especially through electronic means – like CDs, floppy etc., may lead to investigation and probe against the employees.
	9. Privacy of Employee Information
	The Company recognises and protects the privacy and confidentiality of Employee’s medical and personal records. Such records would be shared strictly on need to know basis or as required by any law, rule and regulation or when authorized by the Employ...

	10.  Know Your Customer / Anti Money Laundering
	(a) Money Laundering legislations criminalize money laundering in respect of all crimes including drug trafficking, terrorism, theft, tax evasion, fraud, handling of stolen goods, counterfeiting and blackmail. It is also an offence to undertake and/or...
	(b) The Company does not conduct business with money launderers and other criminals. The Company is fully aware that no relationship is worth compromising the Company’s commitment to combating money laundering.
	(c) The Company has adopted the Know Your Client (KYC) & Anti Money Laundering (AML) Policy accompanied by detailed procedures with the principal objectives as under:
	i. to put in place systems and procedures for client identification and verifying their identity and address;
	ii. to put in place systems and procedures to help control financial frauds, identify money laundering, suspicious activities and to safeguard the Company from being unwittingly used for transfer or deposit of funds derived from criminal activity or f...
	iii. to monitor transactions of a suspicious nature.
	(d) Employees & the Directors must exercise requisite care in selecting those with whom the Company conducts its business. While conducting business, Employees must adhere to checking the credit and character of clients and counter parties and ensure ...

	11. Accuracy of Company Records and Reporting
	(a) Employees must ensure that records, data and information owned, collected, used and managed by them for the Company are accurate and complete.
	(b) Employees must assist in maintenance of appropriate records so as to ensure that financial transactions are prepared in accordance with generally accepted accounting principles and that they fairly present the financial conditions and results of t...
	(c) Employees must observe standards of good taste regarding content and language when creating business records and other documents (such as email) that may be retained by the Company or a third party.
	(d) Non-maintenance of these records that comes into Employee’s notice and any misappropriation or tampering of records needs to be reported to a relevant authority.

	12. Reporting to Government/external agencies
	(a) Company has a responsibility to communicate effectively with investors/ stakeholders so that they are provided with full and accurate information, in all material respects, about the Company’s financial results and condition of operations. The Com...
	(b) Employees must, therefore, never make inaccurate or misleading reports, certificates, claims or statements to government / regulatory authorities.

	13. Protecting Company’s Assets
	Protecting Company’s assets against loss, theft or other misuse is the responsibility of every Employee and Director. Loss, theft and misuse of Company’s assets directly impacts profitability of the Company. Any suspected loss, misuse or theft should ...

	14. Workplace Responsibilities
	(a) Fair Employment Practices and Diversity
	The Company is committed to adoption of fair employment practices. It ensures diversity at workplace through efforts to recruit, develop and retain the most talented people from a diverse candidate pool. It upholds the principle that advancement is ba...
	As a fair employment practice, the Company expects that Employees shall not (during the course of their services or upon cessation of their service for a period of 6 (six) months from the date of cessation) directly or indirectly on their own accord o...
	(b) Fair Competition
	Although it is common to gather information about the general marketplace, including competitors’ products and services, Company wants to compete fairly.
	(c) Discrimination, Sexual Harassment and Intimidation
	Company’s philosophy is to be a professional organization, encouraging growth of individuals irrespective of gender, religion, caste or community.
	The Company endeavors to ensure a safe, secure and congenial work environment, so that Employees can deliver their best without inhibition.
	Company is committed to prohibition of harassment and intimidation of Employees in the workplace. Company discourages conduct that implies granting or withholding favours or opportunities as a basis for decisions affecting an individual, in return for...
	(d) Safety in the Workplace
	Company considers safety of Employees as the primary concern. Company is committed to safety of Employees at work and expects its businesses and Employees to comply completely with appropriate laws and internal regulations at all times.
	Company encourages responsible behavior of its Employees that result in the best possible accident prevention measures. This applies both to the technical planning of workplaces, equipment, and processes and to safety management and personal behavior ...
	The work environment, therefore, must conform to the requirements of health-oriented safety design and the Employee must constantly be attentive to safety principles.
	(e) Contact with Media
	In order to pro-actively manage our reputation with the media and to ensure consistency of messages, interaction with media must only occur with the prior approval of the Chief Executive Officer (CEO).
	(f) Social Media
	Social media allows users to interact with each other by sharing information, opinions, knowledge and interests. Some examples of social media are sites such as Whatsapp, Facebook, YouTube, LinkedIn, Twitter etc.
	There are various risks associated with communicating on the Social Media platform. Thus, there is a need to address such concerns in an appropriate manner keeping in mind Employee’s and Directors’ freedom and interest of the Company and its wider sta...
	Guidelines will be laid down that Employees and Directors should adhere to while communicating internally, externally as well as online.

	15. Raising Ethical Issues
	(a) Company   encourages Employees to report to their supervisor/ HR/ compliance, concerns and suspected violations of the Code, internal policies, external legal and regulatory requirements etc. All significant breaches should be escalated immediately./
	(b) Company will conduct prompt and thorough investigations of alleged violation and take appropriate corrective action.
	(c) HR shall take appropriate actions against individuals who have broken laws, rules and regulations.
	(d) An Employee who knowingly violates the internal policies and these guidelines shall be subject to disciplinary action, including demotion or dismissal.

	16. Investigations
	Employees & Directors are required to cooperate fully with authorised internal and external investigations. Making false (or misleading) statements to regulators/ auditors/ Company representatives during investigations can be a criminal act that can r...

	17. Special Responsibilities of Superiors and Managers
	In addition to responsibilities as Employees, supervisors and managers must abide by the:
	• Duty of selection - Carefully select the Employees for a job in light of their personal and professional qualifications. The duty of care increases with the importance of the obligation to be entrusted to the Employee.
	• Duty of instruction – Formulate obligations in a precise, complete and binding manner, especially with a view to ensure compliance with provisions of instructions.
	• Duty of monitoring - Ensure that compliance with provisions of applicable laws / regulations is monitored on a constant basis.
	• Duty of communication – Communicate to the employees that any violations of the applicable laws/regulations are disapproved of and would have Disciplinary implications.

	18. Compliance with Laws, Rules and Regulations
	Company’s policy is to maintain an open and co-operative relationship with our regulators and to comply with all applicable laws, rules and regulations.

	19. Compliance with the Code
	(a) Company recognises the need for this Code to be applied equally to everyone it covers. All Employees and Directors are expected to comply with all the provisions of this Code. The Code will be strictly enforced and violations will be dealt with im...
	(b) The Employees and Directors are also expressly prohibited from making any gains or profit out of trading or investing in any client companies whether listed or unlisted by using any sensitive inside information of such client which may be in the p...
	(c) The Compliance Officer will have primary authority and responsibility for implementing this Code across the Company, subject to the supervision of the CEO, Board Governance, and Nomination & Remuneration Committee or, in the case of accounting, in...
	(d) Employees should promptly report any concerns about violations of ethics, laws, rules, regulations or this Code, including by any senior officer or director, to their supervisors/managers or the Compliance Officer or CEO or in the case of accounti...
	(e) Employees & Directors should report actions that may involve conflict of interest to the Compliance Officer. In order to avoid conflict of interest, officers and Directors must disclose to the Compliance Officer any material transaction or relatio...
	(f) Company encourages all Employees to report any suspected violations promptly and intends to thoroughly investigate any good faith reports of violations and the Company will not tolerate any kind of misconduct. Open communication of issues and conc...

	20. Waivers and Amendments
	Any waiver (including any implicit waivers) of the provisions in this Code may only be granted by the Board of Directors and will be promptly disclosed to the shareholders. Any such waiver will also be disclosed in the Annual Report under applicable l...
	Acknowledgement Form
	I,
	(name) _ (designation) do and hereby acknowledge and confirm to have read and fully understood the contents of the Code of Conduct and Ethics (Code) and its implication thereof.
	I hereby agree unconditionally to abide by the provisions of the Code. I further acknowledge that I shall be bound by the provisions of the Code in addition to the terms of my appointment and other policies/procedures that may be framed by the Company...
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